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Cybersecurity Outreach Project: Narrative and Outcomes 

 

On November 26th, 2022, I conducted a successful outreach presentation on 

cybersecurity awareness. This presentation was hosted by me on Zoom with five other 

individuals in attendance. The attendees were a collection of former colleagues as well as 

acquaintances and one family member I invited to participate. None of the attendees have studied 

or have worked in technology or have any background in cybersecurity. 4 out of 5 attendees do 

actively work with sensitive information of an organization or of an organization's clients, so I 

felt this was a good mix of people who would benefit from cybersecurity awareness in both their 

personal and professional lives. 

 Using the stock slides provided, I lectured for about 30 minutes with time at the end for 

questions. I knew the attendees had at least a bit of technical literacy, so I briefly touched upon 

the first introductory part of the presentation. I chose to emphasize more on the middle and end 

sections, about typical mistakes people make about cybersecurity and ways to mitigate their 

vulnerability. 

 The most productive section of the presentation was discussion about passwords. Almost 

everyone admitted to reusing passwords often on multiple websites and applications. When I 

asked why, multiple attendees replied that they knew they shouldn’t but did anyway due to the 

convenience factor. This was a perfect opportunity to discuss the utility of password managers. 

Only one person in attendance knew what a password manager was, so I lectured on what they 

were, how they keep you secure, and the major providers such as OnePassword and the locally 

hosted Keepass. In addition, I shared how I personally used one and best practices for password 

manager use such as using a brand-new complex password that you don’t use anywhere else to 

gain access to your manager. After my explanation I asked the group if anyone was seriously 

considering adopting the use of a password manager and more than half said they’d like to start 

using one.  

 At the end of the presentation, I asked how many attending felt they benefited from the 

presentation. Everyone agreed that the presentation was beneficial to them, despite already 

hearing much of the material previously. A second big takeaway from the presentation for me is 

that most people must be reminded of cybersecurity awareness topics many times before they 

internalize it. This tracks with my own cybersecurity awareness journey and is true for a lot of 

topics. If you hear something once, it’s easy to brush it off as unimportant, or not actually 

directed at you. I’m glad that the class and I performed this outreach project because the more we 

can put awareness of these topics in the front of people’s brains, the more opportunities are 

created for people to think more critically about their cybersecurity. 

 Overall, my outreach presentation was a success. I pushed my attendees to think critically 

about their own cybersecurity and facilitated a productive conversation about the topic. Many 

attending expressed thanks to me for giving them a refresher on ways to keep their information 

safe. This project has reminded me that as a cybersecurity professional, part of my job is to 
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spread the gospel of keeping oneself safe in use of technology both professionally and 

personally.  

 

 

 
 

 


